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Market landscape for industrial edge networking components
Cisco — strengthens its market position

Industrial Ethernet network components market share: Top 3
Revenue (%)

m 2019 m 2018

Cisco 20 18
Total market size:

$2.6 billion

Siemens
2019

Moxa Total market size:

$2.9 billion

10% 12% 14% 16% 18% 20%

* In 2017, Cisco became the leader in industrial edge networking components market with a 19% market share in terms of revenues and maintained its
number one position going into 2019.

» Cisco has not only maintained its market position but has also managed to increase its market share to 20%.

* It is worth mentioning that Cisco is enjoying the highest growth among the leading companies and is particularly strong in the Americas.
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